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Content

SLO1 intro/reinf. reinf. reinf. reinf. reinf. master

Critical Thinking

SLO2 intro/reinf. reinf. reinf. reinf. reinf. master

Communication

SLO3 intro/reinf. master

Integrity / Values

SLO4 intro/reinf. master

Department Name Computer Science Program Name: M.S. Cybersecurity

Department URL http://uwf.edu/hmcse/departments/computer-science/ Creation Date: Fall 2019

SLO1: Examine concepts, principles, and theories in cybersecurity

SLO2: Analyze cybersecurity problems and formulate and evaluate solutions

SLO3: Deliver effective oral and written artifacts to document professional communications

SLO4: Articulate professional, legal, and ethical issues in the discipline

Program Tracks (12 SH)

(Students Select 4 Courses from a track that includes a required 

course. The required course for each track is listed below )

http://uwf.edu/hmcse/departments/computer-science/

